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INTRODUCTION

This Schedule sets out the intended scope of the Services to be provided by the Contractor and to provide a description of what each Service entails.  This Schedule covers:
· Part A – Service Requirements

· Part A-1 – Overview 
· Part A-2 – Core Service Requirements
· Part A-3 – Framework Standard Services Requirements

· Part B – Contractor Service Descriptions [to be populated from ITT]
The Service Requirements and Contractor Service Descriptions set out in this Schedule describe the scope of Services that can be called off, in respect of the Contractor, under the Framework Agreement.  Not all such services will be required under every Call-Off Contract. 

The specific Services, together with quantities, specifications and service levels, to be delivered by the Contractor under each Call-Off Contract shall be identified, by reference to the relevant sections of this Schedule, in Appendix 3 of the Call-Off Form. The corresponding elements of the Contractor Service Descriptions shall apply, except as agreed otherwise by the Customer and the Contractor. 

Any such agreed changes to the Contractor Service Descriptions, in respect of any Call-Off Contract, shall be set out in Appendix 3 of the Call-Off Form relating to that Call-Off Contract.

PART A: SERVICE REQUIREMENTS 

PART A-1: OVERVIEW
1 INTRODUCTION

1.1 Requirements Overview
1.1.1 The Public Sector Network (“PSN”) Connectivity Framework (“PSNC”) is a multi-supplier framework to cover the provision of Connectivity and related Encryption and Professional services.
1.1.2 The Services include fully managed, network hosted, shared Services delivered and supported by the Contractor.
1.1.3 The PSNC Framework allows for provision of Services suitably accredited at a range of Impact Levels from PROTECT (Impact Level 2-2-x) to CONFIDENTIAL (Impact Level 4-4-x), and possibly higher, where x = 2, 3 or 4 depending on the availability constraints of the network connectivity used.  The Framework also allows for provision of non-accredited Services.  
1.1.4 All Contractors on the PSNC Framework must be capable of providing Services to at least Impact Level 2-2-4.
1.1.5 The PSNC Framework is intended primarily for provision of services that are compliant with PSN Compliance Conditions, although certain services that are not PSN-compliant may also be procured through this Framework.  PSN-compliant services procured via PSNC must be and must remain compliant with PSN Compliance Conditions as published by the PSN Authority over time. 
1.1.6 The PSNC Framework provides for Framework Standard and Bespoke Services:
1.1.6.1 Framework Standard Services: These are Services pre-defined by the Framework Authority through the set of Service-specific Requirements included in Part A-3 of this Schedule. Contractors must offer the Framework Standard Services.

1.1.6.2 Bespoke Services: These are Services designed and built by the Contractors to meet a specification provided by a Customer, for which Framework Standard Services are (a) not available to deliver that Customer’s requirements or (b) available but which need to be configured, customised or enhanced to meet the Customer’s requirements. Bespoke Services shall be designed wherever possible to integrate with the Framework Standard Services.
1.1.7 All Contractors on the PSNC Framework must be capable of providing all the Services, with the exception of the Encryption Service in the case of Contractors who have not demonstrated their ability to so to the satisfaction of the Framework Authority in their responses to the ITT.

1.1.8 The PSNC Framework Requirements are grouped as follows:
1.1.8.1 Core Service Requirements (see Part A-2 of this Schedule), that apply to all Services (Framework Standard and Bespoke) provided under the PSNC Framework: 

· Service Design and Development;
· Service Integration; 
· Transition;
· Domain Name Resolution
· Customer Portal; and

· Monitoring Service.
1.1.8.2 Requirements (see Part A-3 of this Schedule) that apply to Framework Standard Services only: 

· Connectivity Services;
· Local Area Network Services;
· Professional Services; and.
· Encryption Services. 

1.1.9 The requirements set out for Framework Standard Services in this Schedule correspond to the scope defined in OJEU Notice 2011/S 152-253103 as follows: 

	OJEU Notice
	Framework Standard Services in this Schedule 2

	1. Network services including but not limited to: a range of local and wide area networking connectivity services …
	Connectivity Services
Local Area Network Services

	2.  Information assurance services including, but not limited to:  encryption and key management services …
	Encryption Services

	3.  Design, deployment, transition and business continuity services in respect of services provided within this framework
	Professional Services


PART A-2: CORE SERVICE REQUIREMENTS

2 SERVICE DESIGN AND DEVELOPMENT

2.1 Overview

2.1.1 The Contractor shall work with the Customer to ensure that the Services are designed and developed to meet the Customer’s initial and ongoing requirements.

2.2 Design 

	Para Ref#
	Statement of Requirement

	2.2.1 
	The Contractor shall design the Framework Standard Services to meet the requirements as listed in Part A-3 of this Schedule.

	2.2.2 
	The Contractor shall design the Bespoke Services to meet the Customer’s requirements as described in the Call-Off Form.

	2.2.3 
	The Contractor shall advise the Customer of any changes that are required to the Customer’s existing system and infrastructure to ensure the successful implementation of the Services.

	2.2.4 
	The Contractor shall advise the Customer what network capacity is needed at each of the Customer’s Sites to achieve satisfactory performance of the Customer Authority System. 

	2.2.5 
	The Contractor shall assist the Customer in categorising their network traffic relating to the Services.


2.3 Development 

	Para Ref#
	Statement of Requirement

	2.3.1 
	The Contractor shall develop the Framework Standard Services to meet the requirements as listed in Part A-3 of this Schedule.

	2.3.2 
	The Contractor shall develop the Bespoke Services to meet the Customer’s requirements as described in the Call-Off Form.

	2.3.3 
	The Contractor shall ensure that the Services allow the Customer and/or itself to perform remote upgrades to installed equipment wherever feasible and reasonable.

	2.3.4 
	The Contractor shall be responsible for the development of systems and processes required for maintaining the operation of Services.

	2.3.5 
	The Contractor shall assist Customers in the calculation of the network capacity required to support the Services.

	2.3.6 
	The Contractor shall conduct ongoing monitoring of service capacity and conduct trend analysis of the capacity utilisation.

	2.3.7 
	The results of this trend analysis shall be provided to the Customers to allow them to request changes to the supplied service capacity.

	2.3.8 
	The Contractor shall proactively propose to the Customer changes to the service capacity based on the performance of the Customer Authority System.


3 SERVICE INTEGRATION

3.1 Service Overview

3.1.1 The Contractor shall configure the Services to support the Customers’ requirements, connect the Customers’ equipment to equipment supplied by the Contractor or to equipment supplied by any appropriate Other PSN Connectivity Contractors, and test the end-to-end Services.
3.2 Functional Requirements

	Para Ref#
	Statement of Requirement

	3.2.1 
	Where requested by the Customer, the Contractor shall integrate the Services with that Customer’s existing services. 

	3.2.2 
	Where requested by the Customers, the Contractor shall integrate the Services with services being provided by Other PSN Connectivity Contractors. 

	3.2.3 
	Where requested by the  Customer, and where possible, and where in scope the Contractor shall provide a service to implement and integrate bespoke technologies as identified by that Customer.

	3.2.4 
	The Contractor shall offer a service to integrate the Contractor’s billing systems with the Customer’s financial systems.

	3.2.5 
	The Contractor shall work with the Other PSN Connectivity Contractors  to implement service interoperability in accordance with the PSN Compliance Conditions relating to interoperability, referenced in the PSN Operating Model and the PSN Technical Domain Description (document reference” technical-domain-description-v2.0.pdf”.

	3.2.6 
	Where the Contractor has implemented integration services in accordance with this Paragraph 3.2, the Contractor shall perform such testing as may be required to ensure the correct operation of the end-to-end service.


4 TRANSITION

4.1 Overview
4.1.1 The Contractor is required to work with the Customers, and the Customers’ outgoing (old) services contractor, if required, to understand the Customers’ outgoing services. The Contractor is then required to produce a plan for each Customer describing how the transition between the outgoing service and the Contractor’s incoming (new) service will be carried out with no, or minimum, loss of service. Once such a plan has been approved by the Customer it relates to, the Contractor is required to implement this plan.
4.2 Functional Requirements

	Para Ref#
	Statement of Requirement

	4.2.1 
	The Contractor shall develop an Implementation Plan for transition of the Customers’ outgoing services in accordance with Schedule 4.1 (Implementation Plan) of the Call-Off Terms. 

	4.2.2 
	The Contractor shall document and provide the Customers’ details for the parallel running and inter-operability of the outgoing (old) services and the incoming (new) Services.

	4.2.3 
	The Contractor shall document and provide for the decommissioning activities of the outgoing services of each Customer.

	4.2.4 
	The Contractor shall participate in discussions/planning etc. with the provider of the outgoing services and also attend governance functions where required by the Customers.  Please also see Schedule 6.1 (Governance) of the Call-Off Terms.

	4.2.5 
	The Contractor shall project manage the transition between each Customer’s outgoing services and the incoming services in respect of the services it is providing. The Implementation Plan shall show detailed milestones and roll back points for each Customer’s approval (and, if required, the provider of the outgoing services) for the transition of the Services.

	4.2.6 
	The Contractor shall ensure that the transition between each Customer’s outgoing services and the incoming services is seamless with any loss of service being confined to pre-planned periods agreed with that Customer.

	4.2.7 
	If requested by a Customer, the Contractor shall provide a Service to take over and provide ongoing support of that Customer’s outgoing service(s) as part of the transition process.  

	4.2.8 
	The Contractor shall ensure that the accreditation status of both the Customer’s incoming (new) Services and outgoing (old) services are not affected by the transition process.

	4.2.9 
	The Contractor shall ensure the secure transfer of information from each Customer’s outgoing (old) services to the incoming (new) Services, in accordance with the Impact Level of the information.

	4.2.10 
	The Contractor shall manage all aspects of the service transition process on behalf of each Customer in accordance with the Implementation Plan.

	4.2.11 
	The Contractor shall ensure that the Customers’ staff are familiar with the transitioning process and understand what they need to do in order to ensure the successful and incident free transition from the outgoing (old) services to the incoming (new) Services.

	4.2.12 
	If required by the Customers the Contractor shall implement temporary solutions that allow for the transition of End Users from outgoing (old) services to the incoming (new) Services.


5 CUSTOMER PORTAL

5.1 Service Overview

5.1.1 The Contractor is required to provide a Customer Portal to enable the Customers’ authorised users to access a range of service functions.
5.2 Functional Requirements

	Para Ref#
	Statement of Requirement

	5.2.1 
	The Contractor shall provide a Customer Portal in accordance with this Paragraph 5.

	5.2.2 
	The Contractor shall ensure that Customer Portal is the primary method for communications between the Customer and the Contractor for high volume interactions.

	5.2.3 
	The Contractor shall provide a Customer Portal that enables the Customer to make requests for IP address assignment for the segregated Community Service.

	5.2.4 
	The Contractor shall provide a Customer Portal that interacts with the Contractor’s Service Desk.

	5.2.5 
	The Customer Portal shall be accessible by authorised End Users and shall provide these End Users with a range of functions including:

1 access to Performance Monitoring Reports and Quarterly Summaries;

2 access to current Management Information including capacity, usage, Incidents and Problems;

3 the ability to raise Incident Reports and monitor progress on the Incident and Problem resolution;

4 the ability to raise and manage high volume Service Requests;

5 the ability to configure the Services, (within bounds defined by the Contractor), including service capacity changes;
6 access to service bulletins and other information notices. 


5.3 Security Requirements
	Para Ref#
	Statement of Requirement

	
	The Contractor shall ensure that the Customer Portal supports Impact Levels 2-2-x.

	
	In respect of any services that the Contractor is providing at Impact Level 3-3-x, the Contractor shall ensure that the Customer Portal is capable of provision to a Customer operating at Impact Level 3-3-x. 

	
	In respect of any services that the Contractor is providing at Impact Level 4-4-x, the Contractor shall ensure that the Customer Portal is capable of provision to a Customer operating at Impact Level 4-4-x. 


6 DOMAIN NAME RESOLUTION SERVICE

6.1 Service Overview

6.1.1 This Service provides managed hosting for domain name service servers.

6.2 Functional Requirements

	Para Ref#
	Statement of Requirement

	6.2.1 
	The Contractor shall provide a domain name resolution service to the Customer in accordance with this Paragraph 6 (the “Domain Name Resolution Service”).

	6.2.2 
	The Contractor shall utilise a central domain name service as directed by the PSNA in order to achieve routing functionality that meets PSN requirements.  
Note to Tenderers:  This service will be provided by Cable & Wireless Worldwide through the Government Procurement Service GCF Framework Agreement, and Tenderers will need to procure this service accordingly.

	6.2.3 
	The Contractor shall ensure that details of all Domain Name Resolution Service requests are logged for a period of no less than 3 calendar months. 



	6.2.4 
	The Contractor shall ensure that logs of all Domain Name Resolution Service requests are archived for a period of no less than 3 calendar months. 


6.3 Security Requirements

	Para Ref#
	Statement of Requirement

	6.3.1 
	The Contractor shall provide a Domain Name Resolution Service at Impact Level 2-2-x.

	6.3.2 
	The Contractor shall where required provide a Domain Name Resolution Service at Impact Level 3-3-x.

	6.3.3 
	The Contractor shall where required provide a Domain Name Resolution Service at Impact Level 4-4-x.

	6.3.4 
	The Contractor shall ensure that for the Domain Name Resolution Service domain recursion shall be limited to only permit browse down between Impact Levels. 

	6.3.5 
	The Contractor shall provide a service to proxy requests to the Domain Name Resolution Service in order to meet HMG security requirements.

	6.3.6 
	The Domain Name Resolution Service shall include support for Dynamic DNS.


7 MONITORING SERVICE

7.1 Service Overview

7.1.1 This Service must allow an authorised organisation to monitor traffic.
7.2 Functional Requirements
	Para Ref#
	Statement of Requirement



	
	The Contractor shall provide the Monitoring Service in accordance with this Paragraph 7. 

	
	The Contractor shall ensure that the Monitoring Service allows the monitoring and analysis of network traffic by an authorised organisation.

	
	The Contractor shall allow the authorised organisation to install equipment within the Contractor’s network.

	
	The Contractor shall provide log files of all traffic to the authorised organisation.


PART A–3: FRAMEWORK STANDARD SERVICES REQUIREMENTS

NETWORK SERVICES

8 CONNECTIVITY SERVICE

8.1 Service Overview

8.1.1 This Service includes the following:

8.1.1.1 Network access for a range of premises from large to small buildings, shared or single occupancy, and including users’ domestic residences. Network access options shall include: 
a) a range of technology options access including terrestrial, wireless and satellite;

b) a range of options for capacity and resilience; and

c) the ability to specify for each access connection a range of service classes to meet the differing priority demands of different Customer traffic types, such as voice, video and data;

8.1.1.2 the ability to establish segregated Customer-specific and community network services.
8.2 Functional Requirements

	Para Ref#
	Statement of Requirement

	8.2.1 
	The Contractor shall provide the Connectivity Service to the Customer in accordance with this Paragraph 8

	8.2.2 
	The Contractor shall ensure that the Connectivity Service can be provided to any Customer Site or End User specified by the Customer in the UK.

	8.2.3 
	The Contractor shall provide Network Access Services covering a wide range of capacity, resilience and technology options.

	8.2.4 
	The Contractor shall support the following minimum network access resilience configurations:

1. Resilient Fully Diverse - Two (2) access circuits, fully diversely routed from dual Customer’s CEs. One circuit connects the Customer’s CE to a Contractor’s PE and the other circuit connects the Customer’s second CE to the Contractor’s second PE

2. Resilient Diverse - Two (2) access circuits, diversely routed from the Customer’s premises (but not necessarily within the Customer’s premises). One circuit connects a Customer’s CE to the Contractor’s PE and the other circuit connects the Customer’s second CE to the Contractor’s second PE.

3. Resilient - Two (2) access circuits, diversely routed, connecting the Customer’s CE(s) to the Contractor’s single PE; and
4. Non-Resilient - Single access circuit connecting the Customer’s CE to the Contractor’s PE.

	8.2.5 
	The Contractor shall provide any building or civil engineering works necessary for its provision of the Connectivity Service.

	8.2.6 
	The Contractor shall ensure that the Connectivity Service provides one (1) or more segregated Community Services.

	8.2.7 
	The Contractor shall, when requested by the Customer, advertise Community Services to the GCN to enable other PSN providers to integrate their PSN-compliant connectivity services with the Connectivity Service, in order to give the effect of a single connectivity service.

	8.2.8 
	For the segregated Community Services the Contractor shall be required to follow published PSN Compliance Conditions for IP Address Management on behalf of Customers.

	8.2.9 
	The Contractor shall ensure that the Customer can make requests for IP address assignment for the segregated Community Service via the Customer Portal. The Customer Portal shall:
1. contain a structured process to ensure the most efficient use of IP addresses; and

2. ensure the efficient use of IP addresses, by allowing the Customer to return IP addresses via a structured IP addressing de-assignment procedure.

	8.2.10 
	The Contractor shall publish an IP address assignment procedure for the segregated Community Service. This procedure shall be accessible by authorised End Users.

	8.2.11 
	The Contractor shall ensure that the Connectivity Service provides one (1) or more segregated Customer-specific Services. 

	8.2.12 
	For the segregated Customer-specific Services the Contractor shall work with the Customer to resolve technical issues including:

1. assisting in the development of an IP addressing strategy;

2. resolving issues resulting from overlapping address space;

3. assisting in planning address migrations including the migration from IPv4 address schemes to IPv6 address schemes where required;

4. assisting in the structured subnetting of the Customer’s IP network; and

5. advising of any anticipated changes that may be necessary to the capacity of the Customer’s networks.

	8.2.13 
	The Contractor shall ensure that the Connectivity Service provides the ability to assign an application to one (1) of a range of PSN Service Classes. 

	8.2.14 
	The Contractor shall support a minimum of six (6) PSN Service Classes including classes supporting real time traffic such as voice and video.

	8.2.15 
	The Contractor shall ensure that the Connectivity Service prioritises traffic according to Customer specification. Including:
1. source PSN Service Classesor Differential Services Code Point classification; 
2. source or destination application identifiers; and 
3. source or destination logical addressing.

	8.2.16 
	The Contractor shall ensure that the Connectivity Service facilitates the use of media distribution applications by the Customer. To enable this, the Contractor shall support one-to-one communications and one-to-many communications.

	8.2.17 
	The Contractor shall provide, where technically feasible, flexible capacity options to meet the Customer’s requirements to schedule increases or decreases in the Customer’s network capacity to individual Customer Sites, without any service interruption.

	8.2.18 
	The Contractor shall provide, as an option, usage based charging for bandwidth. An example of this would be where the Customer commits to a base bandwidth at a fixed price and is then charged on a usage basis for bandwidth used above this base bandwidth.

	8.2.19 
	The Contractor shall ensure that the Connectivity Service includes a network address translation service.

	8.2.20 
	The Contractor shall ensure that the Connectivity Service includes a network time protocol feature which meets PSN accuracy requirements.

	8.2.21 
	The Contractor shall ensure that all items of equipment within the Connectivity Service are synchronised to a time source of equivalent accuracy to that mandated in the PSN Compliance Conditions.

	8.2.22 
	The Contractor shall ensure that on-net communications between Customer domains are completed entirely within the GCN, PSN and PSN Services domains, and shall not traverse public networks such as the Internet, the PSTN or any other unapproved infrastructure.


8.3 Technical Requirements

	Para Ref#
	Statement of Requirement

	8.3.1 
	The Contractor shall ensure that the Connectivity Service is delivered in accordance with, and conforms to, all PSN  Compliance Conditions 


8.4 Security Requirements

	Para Ref#
	Statement of Requirement

	8.4.1 
	The Contractor shall ensure that the Connectivity Service supports Impact Levels 2-2-x for Confidentiality, Integrity and Availability (where x is 2, 3 or 4).

	8.4.2 
	The Contractor shall ensure that where any Connectivity Services support Impact Level 3-3-x for Confidentiality, Integrity and Availability (where x is 2, 3 or 4), such Connectivity Services shall be are provided in conjunction with the Encryption Service.

	8.4.3 
	The Contractor shall ensure that where any Connectivity Services are supports Impact Level 4-4-x for Confidentiality, Integrity and Availability (where x is 2, 3 or 4), such Connectivity Services shall be provided in conjunction with the Encryption Service.


9 ENCRYPTION SERVICE

9.1  Service Overview
9.1.1 This Service will provide overlay encryption services at network level, enabling end-to-end Impact Level 3 protection over an infrastructure certified to lower levels (or uncertified).
9.1.2 If the Contractor offers a service to provide protection at Impact level 4 then this Service will provide overlay encryption services at network level, enabling end-to-end Impact Level 4 protection over an infrastructure certified to lower levels (or uncertified).
9.2 Functional Requirements

	Para Ref#
	Statement of Requirement

	9.2.1 
	The Contractor shall subject to Paragraph 1.1.7 provide a network encryption service in accordance with this Paragraph 9 (the “Encryption Service”).

	9.2.2 
	The Contractor shall ensure that the Encryption Service is capable of being used in conjunction with any other Service offered by the Contractor.

	9.2.3 
	The Contractor shall ensure that the Encryption Service is interoperable with other encryption services offered at the same Impact Level.

	9.2.4 
	The Contractor shall provide capabilities for 'tunnel' and 'transport' mode encryption. Capabilities should allow for the encryption of the complete IP packet or IP packet payload only.

	9.2.5 
	The Contractor shall ensure that the Encryption Service is available for use by End-Users when they are working remotely.

	9.2.6 
	The Encryption Services shall provide the ability to assign, mark and prioritise traffic types into one of the PSN Service Classes.  

	9.2.7 
	The Contractor shall identify traffic for prioritisation by any combination of the following or other identifiers, as directed by the Customer:  

1. source PSN Service Classes or DSCP classification, 
2. source or destination application identifiers, 
3. source or destination logical addressing.

	9.2.8 
	The Contractor shall ensure that the Encryption service does not introduce unreasonable packet delay.

	9.2.9 
	The Contractor shall publish the maximum MTU overhead created by the Encryption Service. 


9.3 Security Requirements
	Para Ref#
	Statement of Requirement

	9.3.1 
	The Contractor shall ensure that the Encryption Service is capable of delivering Services up to and including Impact Level 3 for Confidentiality and Integrity. 

	9.3.2 
	In respect of any Encryption Services that the Contractor offers at Impact Level 4 for Confidentiality and Integrity, the Contractor shall ensure that the Encryption Service is capable of delivering Services up to and including Impact Level 4 for Confidentiality and Integrity.

	9.3.3 
	The Contractor shall ensure that the Encryption Service uses CESG-approved authentication and revocation processes.

	9.3.4 
	The Contractor shall ensure that the Encryption Service uses CESG-approved IPSec profiles.

	9.3.5 
	The Contractor shall ensure that all equipment used to deliver the Encryption Service at Impact Level 3 has Public Services Network Encryption Product Assurance Service (PEPAS) assurance. 

	9.3.6 
	The Contractor shall ensure that all equipment used to deliver the Encryption Service at Impact Level 4 has CESG Assisted Product Scheme (CAPS) assurance. 


10 LOCAL AREA NETWORK SERVICE

10.1 Service Overview 

10.1.1 This Service is intended for provision of managed Customer Local Area Networks (LANs), associated equipment including Uninterruptible Power Supplies (UPS), cabling and ongoing support and maintenance services. Unmanaged Local Area Networks may also be provided on a bespoke basis.
10.2 Functional Requirements

	Para Ref#
	Statement of Requirement

	
	The Contractor shall provide local area network services to the Customer in accordance with this Paragraph 10 (the “Local Area Network Service”).

	
	The Contractor shall provide Local Area Network Service within buildings and within campuses.

	
	The Contractor shall ensure that the Local Area Network Service includes the provision of physical infrastructure including the provision of equipment, structured cabling and wireless networks. 

	
	The Contractor shall ensure that the Local Area Network Service allows for the adoption of existing infrastructures. 

	
	The Contractor shall ensure that the Local Area Network Services include provision of Power Over Ethernet.

	
	The Contractor shall ensure that the Local Area Network Services include provision of UPS. 

	
	The Contractor shall ensure that the Local Area Network Service provides device access recognition, device authentication and logical LAN access.

	
	The Contractor shall ensure that the Local Area Network Service includes the testing of structured cabling with standards-compliant certification tools.

	
	If requested by the Customer the Contractor shall provide any building or civil engineering works associated with the provision of Local Area Network Service.


10.3 Security Requirements

	Para Ref#
	Statement of Requirement

	
	The Contractor shall ensure that the Local Area Network Service supports Impact Levels of 2-2-x.

	
	The Contractor shall where required ensure that the Local Area Network Service supports Impact Levels of 3-3-x.

	
	The Contractor shall where required ensure that the Local Area Network Service supports Impact Levels of 4-4-x.


MISCELLANEOUS SERVICES
11 PROFESSIONAL SERVICES
11.1 Service Overview

The Contractor is required to provide a range of professional services including technical consultancy, security consultancy, project management and on-site service management.

11.2 Functional Requirements

	Para Ref#
	Statement of Requirement

	11.2.1 
	The Contractor shall provide professional services to the Customer in accordance with this Paragraph 11 (the “Professional Services”).

	11.2.2 
	The Professional Services shall include:

5. Technical Consultancy;

6. Security Consultancy;
7. Project Management; and
8. Service Management.

	11.2.3 
	The Contractor shall provide to the Customers project and programme management for Standard Service and Bespoke Service implementations.

	11.2.4 
	The Contractor shall provide to the Customers project and programme management for major Changes.  Major Changes would include such items as responses to Major Incidents, new service implementations involving more than five (5) days work by the Contractor, and in-service technology refreshes etc.


PART B : SERVICE DESCRIPTIONS
This part will comprise Service Descriptions submitted by the Contractor in response to Annex A to Volume A of the ITT

GLOSSARY 

The following glossary defines capitalized terms used in this Schedule which have not been included in Schedule 1 (Definitions) of the Framework Agreement due to their technical nature.

	“CE”
	customer Equipment

	“Domain Name System” or "DNS"
	a hierarchical naming system for computers, services, or any resource connected to the Internet or a private network. It associates various information with domain names assigned to each of the participants;

	“Dynamic DNS”
	a method, protocol, or network service that provides the capability for a networked device, such as a router or computer system using the Internet Protocol Suite, to notify a domain name server to change, in real time the active DNS configuration of its configured hostnames, addresses or other information stored in DNS;

	“DSCP”
	 Differential Services Code Point

	“PE”
	provider equipment



